**EXHIBIT A**

**LOCATIONS TO BE SEARCHED**

**The businesses known as;**

|  |  |
| --- | --- |
| **AT&T Wireless**  Attn: Subpoena Compliance  11760 US HWY 1  North Palm Beach, FL 33408  Fax # 888-938-4715  **Local Address for service:**  2800 N. Main Street, Space #342  Santa Ana, CA 92705 | **Sprint / Nextel Communications, Inc.**  (Boost Mobile, Nextel Wireless)  Attn: Subpoena Compliance Center  6480 Sprint Parkway  Overland Park, KS 67251  Fax # 816-600-3111  **Local Address for service:**  3611 S. Bristol Street  Santa Ana, CA 92704 |
| **Cellco Partnership dba: Verizon wireless**  Attn: Subpoena Compliance  180 Washington Valley Rd  Bedminster, NJ 07921  Fax # 888-667-0026  **Local Address for service:**  3770 W. McFadden Aveneue, Suite H  Santa Ana, CA 92704 | **T-Mobile**  Attn: Court Order Team  4 Sylvan Way  Parsippany, NJ. 07054  Fax # 973-292-8697  **Local Address for service:**  2303 S. Bristol Street  Santa Ana, CA 92704 |
| **Metro PCS Compliance Center**  Attn: Subpoena Compliance  2250 Lakeside Blvd.  Richardson, TX 75082  Fax # 972-860-2635  **Local Address for service:**  2307 S. Bristol Street, B  Santa Ana, CA 92704 |  |

**EXHIBIT B**

**FOR THE FOLLOWING PROPERTY:**

All records associated with mobile number(s) **[TARGET NUMBERS]**, for the dates of **[DATE OR TIME FRAME FOR REQUEST]**.

1. **Subscriber Records**: All information for the following mobile number(s) **[TARGET NUMBERS]** including:
   1. All Subscriber information to include name, tax identification number (social security number or employer identification number).
   2. Physical address, mailing addresses, residential addresses, business addresses, e-mail addresses and any other address information.
   3. Credit information obtained or used by the company to grant account status.
   4. All numbers associated with account.
   5. Billing records.
   6. All payments to include method, date and time of payments, location (store name, address, and phone number of location where payment(s) were made), and copies of payment items..
   7. All Authorized users on the associated account.
   8. Activation date and termination date of each device associated with the account and above listed number(s).
   9. Types of service subscriber utilized (i.e. A-list, friends and family).
   10. Make, model, and serial number associated with the above listed numbers including any and all equipment or sim card changes for the life of the account.
   11. All customer service and account notes.
   12. Any and all number changes prior to and after any of the numbers were activated.
2. **Call/Text/Data Detail Records**: All records associated with the identified mobile number(s) **[TARGET NUMBERS]**, also to include all numbers that communicate with these listed numbers relating to all delivered and undelivered inbound and outbound calls, text messages, and text message content to any of the above listed numbers, all voice mail, and all data connections from **[DATE OR TIME FRAME FOR REQUEST]** and to include;
   1. Cell-site and sector, date, time, direction, duration, number called or text to and/or received from, and bytes up/down, information related to each call, text or data connection, all text message content, and voicemails.
   2. Call to Destination / Dialed Digits search for all numbers listed above. Please preserve all cell-site and sector information related to each call, text or data connection.
3. **Stored Communication Records:** All stored communications associated with the identified mobile number(s) **[TARGET NUMBERS]** for the above listed Call/Text/Data Detail Records. Specifically to include all text message content, voicemails, and any other stored communications.
4. **Specialized Location Records**: All call, text and data connection location information from **[DATE OR TIME FRAME FOR REQUEST]** associated with the identified mobile number(s) **[TARGET NUMBERS]**. Including, all specialized carrier records that may be referred to as RTT (Real Time Tool), PCMD (Per Call Measurement Data), Network Location Services (NELOS), Mediation Records, e911, and/or Historical GPS/Mobile Locate Information which shows GPS location (longitude and latitude) and Cell-Site and sector of the device in relationship to the network when connected to the network for the above referenced numbers.
5. **Electronically Stored Records**: All records associated with the identified mobile number(s) **[TARGET NUMBERS]**, also to include all numbers that communicate with these listed numbers relating to all stored communication or files, including voice mail, text messages (including numbers text to and received from and all related content), e-mail, digital images (i.e. pictures), buddy lists, video calling, data connections (to include ISPs, bookmarks and web sites accessed) and any other files including all cell site and sector information associated with each record and associated with cell number(s) identified as: **[TARGET NUMBERS].**
6. **Internet Access Records:** All internet access records for **[TARGET NUMBERS]** from **[DATE OR TIME FRAME FOR REQUEST**]. These records are to include all assigned IP addresses, date, time, duration and data usage amounts. All IP addresses accessed.
7. **Cell Site List**: List of all cell-sites in the state of California as of **[Date Of Crime]** to include switch, cell-site number, name, physical address, longitude and latitude, all sectors associated with each cell-site, azimuth, and beamwidth of each related sector.
8. **Carrier Key** related to call detail, text messages, data connections, and cell site information.

Any other records and other evidence relating to phone numbers **[TARGET NUMBERS].** Such records and other evidence include, without limitation, correspondence and other records of contact by any person or entity about the above-referenced accounts, the content and connection logs associated with or relating to postings, communications and any other activities to or through the above referenced phone numbers, whether such records or other evidence are in electronic or other form.

As required by California Penal Code § 1524.1 (d); any information obtained through the execution of this warrant that is unrelated to the objective of the warrant shall be sealed and shall not be subject further review, use, or disclosure absent an order from the Court.

If no evidence of criminal activity is discovered relating to the seized property and associated peripherals, the system will be returned promptly.

*Note: Describe the records that you have probable cause to believe will be recovered from the cellular carrier.* *Description of records must describe with particularity the information to be seized by specifying the time periods covered and, as appropriate and reasonable, the target individuals or accounts, the application of services covered, and the types of information sought. (Pen. Code, §§ 1546.1 (d)(1), 1525, 1529.)*

*Remember not all of the above listed data sets may be relevant to your case; investigators should edit the affidavit and attachments to remove requests for information that will not be needed in a particular case.*